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Abstract: 

Wireless technologies are increasingly being used for critical business and industrial applications. At the 
same time, the more and more popular and desirable freedom the wireless network brings. However, 
wireless security and security is becoming a very important issue. There are new other threats that need to 
be defended. These include, for example, attacks targeting to the wireless network integrity, 
administrator’s configuration errors, user violations, and attempts to acquire intellectual property. As a 
result, the service may be denied or downgraded, bypassing company security mechanisms, such as 
corporate firewalls, DLPs, antiviruses, or antispam. The topic of the thesis deals with the problem of 
Intelligent Network involvement to detect intruders in wireless networks. It examines the capabilities of 
integrating intelligent honeypots to detect and eliminate the intruder and solves both intrusion detection 
and DOS / DDOS detection against total infrastructure. The research goal is to find and verify the real 
possibilities of using intelligent networks in the field of data security support on wireless networks and 
mobile technologies. 
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